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ABSTRACT

This independent study aimed to (1) assess the level of cybersecurity
awareness among personnel using cloud-based systems in a private clinic and (2)
develop and implement online learning media to enhance knowledge and
prevention of cyber threats. The sample comprised 80 clinic staff selected through
simple random sampling based on Yamane’s formula. Research instruments
included pre- and post-tests of 25 points each, with three levels of interpretation:
low (0-12), moderate (13-17), and high (18-25). The instruments were validated by
three experts, with all items achieving an I0C above 0.5. Data were analyzed using
descriptive statistics and a paired samples t-test to evaluate differences between

pre- and post-test scores.

The results indicated that prior to the training, most participants had low
cybersecurity awareness, with an average score of 9.20. After completing the
Genially-based online learning program, the mean score increased to 20.30—an
improvement of 11.10 points (44.4%). The proportion of participants with high-level
knowledge rose sharply from 2.50% to 82.50%, while none remained in the low
category. A paired samples t-test confirmed that this difference was statistically
significant (p < .05), demonstrating the effectiveness of the online learning media in

enhancing cybersecurity awareness.



In conclusion, the findings affirm that the use of interactive online learning
tools, such as Genially, can foster active learning and tangibly improve
cybersecurity-related behaviors. Healthcare organizations and other cloud-based
institutions can apply this approach to staff training programs to cultivate a culture
of security, reduce exposure to cyber threats, and strengthen patient data

protection in the long term.

(Total 64 Pages)

Keywords: Awareness, Cybersecurity, Threats
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Tneldimadia 1y madisiadeya msmuauaninindnds uas snstswanuiidudon o
SnwiAuduveseyadifAny 1y Yeyan UieuaztayagInssuni1an1siu AsaseaIy
nseninduesyaanslunissnuanuduiiofudsddydenisanauidssiudsnaim
lwwues [7], [5]
2.2.1.2 Integrity Aon155nwIAIMgNA odkazauysalvestaya lulvignudla
anuUas vsegamelaglilasuaugin nsUszliuanuanysalvestayaauisavilasaeg
walla W n15ldAn Hash, Digital Signature, Checksums wagseuuduiinmenisal iiele
fuleindeyadenadofield sruAdenuimstmuanunszringlunsufiasunsdeu
Tsunsuuazn1sIansteyaiinasieanuauysalvesteyaeg1siteddy (4], (2]
2.2.1.3 Availability {unssuussiuideyauazsyuvansaumaniouliusnisun
Atandlssueygndodsndu mssenuuuszuuliiimmundesldnugainlinisdiseatoya
seUuAa1e N15Uesiu DDoS LLazmiﬂﬁqq%’ﬂmaﬁmLL’J%@EJNaﬁﬂLam uananil nsad
mnuasyminvesynainslussdnsiisafumsdesiulazmevausssiefunnamanansaia
Anunsaulduvesssuulnegeliusedninm (8]
fati wdn CIA Triad Wusingiuddyresanusiuasaensslauesivaeliosing
annsadestudvanay Snwanugndesesteya wavviliszuundosldaulogiseiiles
msUszgndlifesendoramalulad nsvuanns uasmsaisanumseaiingluyaanns el
ansanovausIasuAnmuRduTeuLazUAsuLUaseE IS lugARdviA
2.2.2 masiuasuaendenslsiveiasounguitsiumalulad uleuis waswginssuves
Aldou IngusznaumevaiewuiAndfsy taun
2.2.2.1 matlesitu (Prevention) msmannsnisiietiostusonnaulaliAady
iy nadeanszutinieteliasade nishndsarduaidesiutawns uazmsldswaniuid
Aududou Tssmeruianmslass Wudiegrsvaanisineusuyrainsliszdinsyiadaanaiy
misleues 1wu madalilduuudwadilinsuunasiisn [7)
2.2.2.2 7M395193U (Detection) 15t 15eTaseuuiitonsiadounginssunde
wnnsaif oradufsanaiu iy n1sldsEuu IDS/IPS (ntrusion Detection/Prevention



System) NM33LATIEY Log Uagn1snTivaaumuiaunfvesnsidniisteys useningnisiu
wisdszinalng S SnsiadessuuidhsyTuedetaifontufounindrdessuuiinyng
Viudi [9]

2.2.2.3 N130dUAUBY (Response) mseﬁ’wLﬁumﬂﬁaLﬁ‘mmmﬁgﬂéfmmmﬁum
Uaenss 1 magauszuuiignland msudafeuyaains wagnisUavesiud [10] seyinnis
novaussegunndIdudddylunmsannansemusessuvasaumaesAng

2.2.2.4 n3iluy (Recovery) m3vilszuunduanviauldmudnindsainiaa
WM saldeanay utanMslessravniarysulsanasnistesiuluswan lsameuia

a

]
aszud Iifaunsyuudsestoyauaruumeiuyssuuasaune isliusnisiuishiazgn
wiiAnnistaumnielaues [11]
2.2.3 luseAuneAng LLmﬁmmmﬁ'umﬂaamﬁamﬁm‘uas‘é’faqgimmiﬁgﬂ People,

Process, Technology 1A

2.2.3.1 People (UAa1N3) N1saseaunseninuasineusuninaulvainse
seyduAnA 1wy Feds n1slaudsianiu wasdiauas aanaumsldaussuvegisasnsie
WU N5 VPN Misaseuududumnuluuaietade (Multi-Factor Authentication) [7], [3]

2.2.3.2 Process (n5U71N13) NMsAmuauleus 1193515 washudufus wu N3
muAUNsnteya n1sd1sesdeya wazn1senumansainidlees lssmeuiauas
wihsnuignatswislddaiuumsufiRduanuiunsanssaisauma iy n1591in
avsmainfedeyadthenuunuivmig (5]

2.2.3.3 Technology (wiplulad) nsldinsesfienavimaluladiietesiu nsadu
LazRoUANBIBALANATY WU Firewall, Antivirus, svuulinseinasetne wayssuuwngia
Toya [7]

Msusmsanudsadulsues (Cyber Risk Management) Wussdusenauddaly
M9RuInasnstestukarsuiie Tnewfunisusadumiudss n1sdadiiunnudday
waznsUsuIms s auAusERuANAweIesdns ssdnsonvulungamne v
MsdmanuimMsasmamsEniniiussanasuas MsEineusInn NuTIBanANIEDS
nMslandniliuesinegradaiau [12]

uen9nil lugaddviauas Al nislaufsariuvideszuy loT aunsofntuldsng:
wazdudou Fedndudesimuinagndnssnuanuiuasasndouuuesdsn nsadis
TUUSIIUANUUABAANY (Security Culture) LLaxﬂﬁﬂ%’wqﬂmmmiashwiaLﬁaqLﬁuﬁaaﬁlﬂu
dwuesAnsynuseian [13]

Fsazulddn wAnanuiunsasademslaiuesussneusionsdesiu asady
nouauss wagilunszuy lnsysunnisiayaaing nszuIuns uazsimalulad wioudald
vannsumsanandedunsdadula leaduszuumsaumauaziaiovieiituas Uaoasde
wazanusnsessudeanaulugafdvialaeg1aliuss@nsnm degrainlsimeIuianasodAns

Inetsgudupnudidgueinsasininunsentniuaen s UAnuun 15081993414



2.3 ﬂ’3'1&Im:‘wﬁni’ﬁﬂumwﬁumﬂaaﬂﬁﬂ%wai‘ (Cybersecurity Awareness)
m’mmmﬁ'ﬂiﬁ’mmmﬁumﬂaa@ﬁa%ma% (Cybersecurity Awareness)#ing995zau
mnuf anudila waznsiuivesyaansiieatudsanaalaues naemauniuannsaly
n1sUJuRnuuInsnsTnvAmNUasadgeg1umvangal N1sasenunsEnlngnenad
unumddydenistostumandseinudeyauarssuuasaumavoseddns lagianiglu
psAnsinsldny svuunand dadeyadithsuazdoyadfnvesesdnsgniiuazysyanana
KuA3eteBumesin [7], (3]
2.3.1 mnAnmuasznindmunuiuasasndeluuefanansaiiasesiniiu Tuea
Knowledge-Attitude-Behavior (KAB) Fauvseenduamosiussnaundnsi:
2.3.1.1 A (Knowledge)yamnsiasimnuiinlafienfusoanaulewes 1y
W9 Fawrs NslaufAnIeTianIu warYedlniredseuuaa1In saudwinsnistesduy 1wy
nsldsamiuisany mathstadeua uaznsdsesteya (2], (4]
2.3.1.2 fimued (Attitude)l:n1snseninivesyaanslilavinefaiesnisinaug
LA sruadf sulaveu waznslianudidyfuannuvasadvvesdeya nmseousu
ulsuneuazanmsnsiuausiuasasnds madilananszvuvesnisazifindeya wazadu
FalalumsuftRnmuuumsufiaimmnzan [3)
2.3.1.3 wnsau (Behavior): woRnssuvesynainsiuidanansusediuaiu
papmiind 1 Msnesiakufidudou nmsnmeaeudiauarlidiidiun nsUfoRam
wleurensidfisteyavuszuuaang nMsdaiuuaglddeyasdnvaonds nasnaunis
FeumMgNIsaRaUnAvsafeanamiuN [5], [12]
amnusiuasaeadonsleesieliulssiuddylugaddva esndoanaiumdls
LUBsaNNNTnAmanIENUoANNEUYeITRLA ANNENABITRITEUL WazaunTexldeuves
U3Ms msuimsmnusiuasUasnseluiueiisiesads nseungrneuazINAsgIUEINa Lile
asauna AT dussuuuazanaudssilenaifndusiossdnsaniadguazionty
ﬂg‘mmammﬁumﬂaamﬁslmua%mmﬂizmwﬂ:ms fiddey leun wsesedyalAnissneaing
ffunsansfeleiwes wa. 2562 Faivualiminenuninszuazionvudesdnviannsnig
dosrunslaudmsleiues uazdesssnuionnausenienumiuguasesaiae [6]
uanani UsgmarniznssunsiiuguasuauiunsUaendeluiues 130 ndninausiuaz
AFnsTenudsanaiunileiues w.e. 2566 [10] Feareasuanudaiaulunssuiunig
IANTITHALNITADUAUDIBLUANITAUTUANAIN WATLWINIAINANITIFRAAS DA UN1TAAY
auan1ssuiiadeananluseAuesdng [14] uenannguunelvewds wnsgiuana Adunum
ﬁﬂﬁ’@hﬂﬁﬁﬂ%@LLammﬁumﬂaamﬁ’amiaumvﬂ WU 1SO/IEC 27001 §aLifuszuunis
FansausiuasUasaduasauma wag 1SO/IEC 27005 dmiumsuImsauidsaduly
wei wnspumaniitnglfesdnsannsanleuie msnuan wasnsUssdiuaudedld
otaduszuu wenanil MsuftRemmnasguanadidisareanaindede destunis
azifindoyadiuyana uaranmuidssanseanauyaluiued (6]



iddevastudldiuin enuaseniindvesyaains Wuilideddnlunsdszgndld
ngvNIekaruInsgIuleUes e 19iuTEANEAIM NMSRNBUIUYAAINTAISITUAUNSTOUARINT
psAnsUnAsRsdILTiBsRuTIBanAIIEEIINSaRnA1L MslauAmnaAdiia uaznsilaves
%’a;ﬂa (7], [2] uaﬂﬁ]’m‘ﬁ N13YIUINTTHUIN Corporate Governance fumnesnisauiueg
UaenseloueiteliesdnsusuiiunnuidsuasAnnusnasnistesiudonnansliogng
seifloq [14]

Tagagy maUszendld ngrneuaziasgunaiiuasasndslees saudumsaing
Anussgntinduaznsiineusuyaans Wunagnéddyiivielresdnsanunsadesiunim
Femeaindoanaaileweslfodruiuszuu §98u uagnouaussiassanaufdsialuge
waluladadlasg1aiuszansnm

2.4 FomsiFeunisaay

2.4.1 AUNELaYANNAIRTedeNSITuuN ARy

donsi3eunnsasunineis ta3esile Tan gunsal wieszuuiililumsdnenenasy
mwdnasuludafiSeu wovreliyiSouAnanudlanazasnsowauinueni
Hhanefiseld densaeuiiunuamddalunisadreusyaunisalnss andosiiaduauas
anuil wartelinisFoudiiussanamandatu [15)

TugaRisa Aenaieunisaeulfidsunlasandedeiuidainlugdodafiiie 1
35le Bulingfin ules weundindu wavdewuuldneu (Interactive Media) 1w Genially
ftheaansiidiusinvesioustenssiioiedu [16]

2.4.2 nquinsiieuiiieadesiuienisaou

donsaeudustusunquinisisouinanmanediiin léua

2.4.2.1 WWIRANITODNLUUNITEDUVOY Gagné (2005) [17] Lﬁuﬂizmumiﬁauiﬁ
HuszuuwandeulosseminetangUszasd o uazfanssumaiions Tns gui 9 duvesn
¢ AsaUAaY (1) M3fagaauaula (2) n1sudsinguseasa (3) NsnseAuANUIAL (4) M3
uatilomnlii (5) msliduusduimsFous (6) msnszdunsuanawginssunisidoud (7)
nsldayadaunau (8) MIuUseiliunanisiseus uag (9) nsduasunisaseguasnisangloy
arwilUle defloonuuuiazangliianssuiaiduintuegidudvu duaduamudila
\FadnuaznadugrsnIensiSeuivesisou

2.4.2.2 vuinsSeudindevansdd (18] esuiehgSeurndlalafnidlelds
FomnuuaznmlunisiBeui mssenuuudedemsnanidssnshiausdeyaditudouivly
uazidenlfdeiiaenndesiunisuszananavesaned

2.4.2.3 nseenwuunsasueg ndusyuu [19] wiunsieszidiseu Snguszasd
n9i5oud levn warnmsUsnidiuna itedondefinyay agvioudeldldufiswanans
uiBuduvilsvesszuunsBeuiideseenuuuseisseunoy
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Y

2.4.3 mywanndensizoumsaeuluyadiva
nsWaund ensiSsunisasulugad 3Wa (Digital Era) Wunszuaunisiidunsly
waluladAdviamatiuayunisGous el fadu “wiesdlodenenmmy” usds
a¥19UFduius (Interactivity) wagdszaunisainisious (Learning Experience) fidonndas
AuvsunvesiFouluansseil 21 Jeildnvazddnde nmsdhisdeyaldyniiyanan ns
BoufuvuBaveu uaznslinaluladansaunamduniosioddy
2.4.3.1 nspvauMsHANNFoRdvia
msWaLndenisiisunsasugaidviafesiniseonuuuiiiussu amnsnuszgndainling
ADDIE w3 Dick & Carey (2015) [19] l¢f Tngagunszuiunslésdl
1) n5UATIEA (Analysis)
1.1 Anwanwaiseu (e1g Ausan anuaula)
1.2 Mvuaingusvasdnsseu;
1.3 Anmgiviunuazdedninvesnsldde (wu gunsal Sumesidn)
2) N1598AKUY (Design)
2.1 1M9lAS9Es19UNSeUY (Learning Structure)
2.2 \denguuuude (e-Learning, 3ale, Sulsing iln, 1nansanw ma=)
2.3 MnuAUFURUS (Interaction) 1y wuunagsussulal ey nie
AR/VR
3) NI (Development)
3.1 Idn3esflondsia \wu Adobe Captivate, Articulate Storyline, Canva,
Genially, Visaunanweasu LMS
3.2 wandAslugULUURITa 19U Feusdiudu Bulwnsiiin Tugaseulad
4) nsihlUle (Implementation)
4.1 Tsuw[,m??ulﬁﬂuﬁq NIN1U LMS/Platform (114 Google Classroom,
Moodle, Microsoft Teams)
4.2 finseusuaziasiiseuliinlaisly
5) nsuseiliung (Evaluation)
5.1 UszifusansiBeuivesiiou (WadugnivisnisiBeu vinusdiiaun)
5.2 Ussdiuguniwde (miiaula pnssngan armgnioseaiien)
5.3 ihilalauenurinUuUsde

2.5 szUUAANIARBNNIRAY (Cloud Computing)
2.5.1 Unvunisbiuimsinidalenmali ldauanunsadrdmsneinsauneuiines
(19U @3nves, Nundniiudeys, woundndu wiousnig) diuesetedunesidalanniivn

1%
P=1

2/ 1o [ k4 14 dy 14 a v
LIAINTNAITUABINTG Imﬂlumwumaamuuaz@LLaImdaﬁwwugmmamuLm [20] N1539Y
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v
v v = o &

whiyaansiuuRnuuuszuaand fdudssndudosihanudlaguuuunsliuias
nan 3 sUuuy

25.1.11a59a3 9% ugrulugiurusnns (Infrastructure as a Service: laaS)
AliUSNsauasnsawss dldauassuulfuiinisuastoya

2.5.1.2 unannlasalugiuzuinis (Platform as a Service: PaaS): fliuimaguaiis
gniauasiarsruul]uins dldguamzueuniintuazdoya

2.5.1.3 gad s lug1uzu3Inng (Software as a Service: SaaS): i IMUTN159UA
s Glidhfuarldousendniiuiuunisesviidy faduzduuui nudesdigely
Adtln dmsunsdnnisteyarUieuarsEuuUTMIIANISENNe [21]

A15197 2-1 memmL.Lmnshwangﬂl,wumﬂﬁu‘%miﬂanﬁwé’ﬂ 3 EULLUU (laaS, Paas,

SaaS)
dauusenauuas | On-Premises
laaS PaaS SaaS
STUU (szuunelu)
nd .o HlEsuRnveu -\ M 5 HliuSnsSuRaveu
nsIan1sUaya HliSuiinveu | dldsuiinyey \
(You Manage) (Provider Manages)
woUnGLAdY fldsuRnvey | {ldsuinveu | {lusuiinveu | fluiusnissuiiaveu
SrUUUURNTS "y — HLU3NNS RE) .
Hldsuinvey | {ldSuraveu | o . AliUIN1sSURAvaU
(0S) SUNAYDU
\ATeY"Y/ vd B AliUsns | glausnng o o 17 B
g HldsuRnveu Ce_ vy A LiUN3SURAYaU
Wsnaes SuReweu | SuReveu

151971 2-1 wananNLAnANsvesgULUUMSTHUINNsAaIAUEN 3 SULUY (aas,
Paas, Saas) Ineiulufinsuyweuiwnarmiviiaveusznine {luinnsaaiisd (Cloud
Provider) uag fldau (Adfln) Fedlmnudfysensfunmasnisiuaunsriing
2.5.2 ansvmesnuausiuasUasnisuaznuRave Uiy
nsl¥auszuuaandhlinusuinveusunudasadeasuulasiuanssuy
aelussdnaidy feaudlafieludesddoduredvidfgyiign msfnwanuduag
Uana guuARIIA QANINUAA IGLUIA A WUUTIADIAINTUR AYBUT IUAY
(Shared Responsibility Model) il
2.5.2.1 ANUFURAYOUIDIRTUINNTAATIN: SURAYUAILUABALE YB958UY
Aa19 (Security of the Cloud) 1u n1s¥nwIANUaBAfBYesrud oy alazlATIas e
flugu
2.5.2.2 AU URAYOUVBIH k91U (User’s Responsibility): SUHAvaUAIM
Uaonsdey nieluszuuaanie (Security in the Cloud) YauLAAUSURnYeUT avenEnY
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sULUUNsIHUINNT (WU laas {liSuiinveusnniign, Saas {1t $uiiaveudesiian) ud
Taevhluud avusuiiaveudiglinudesianisiouausfe
® n159AN15%eYA (Data Management)
® MsdRmsAnMsdiGa (Identity and Access Management: IAM)
o Ayl wagnsld Multi-Factor Authentication

o anuUaensievasldaues (User Security)
n1suARINTVIRALATEVENI WazA langnaadlureulunAINSURAYDUYDY
L [ ¢ =2 < ! | | a v See
auteslun1sIanis Anudaeaduniglunaiid Jaludesnininginan [22] :1u3deilas
yadulunmsvssiliunasenseauanunseniniludiunynainsdessuiinyeulaense 1iean
ANUEENAINNNTTINaVDIUBYAFUANANUMANNS Shared Responsibility Model

2.6 N5AULUIANTUNT5AFY (Conceptual Framework)
msidedyaduinuinaves domaiFeuiuveeulatifiaiieie Genially (Fulsdase)

fe szAuANURTTMngAuaNTuasUaendemslauefuasyaansiiujuRauuussuy
Aa129 (Fanusny) laeldnseunuiAnmulung K-A-B (Knowledge-Attitude—Behavior)
Fsusznause 3 T loun

2.6.1 M1 (Knowledge) — anuidlaiisrdudonnaumslotues 1y Auds
ffawr$ msldsaruiivaenss wazuumsmsinmanudasadedeyauusyuunans

2.6.2 fieuaf (Attitude) — N13AsEMINEIANEIAYI0IN1STNBIAIINT LA
Unansietoya wazauAtlafiagUfoRmumssnLUannste

2.6.3 winssu (Behavior) — nsamsluldase Wy nsdasaruiisnng ms
ATIRERUBARRIENY waznsiisEuuAanInedaUaensiY
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A59UKUIANUAAIUNITIEY

/

\

AUATENTUNTATUAIY
AunsUavnsenislaiuas

o oy (K-A-B)
dan19L38U3
. b4
Genially ® Au3 (Knowledge)

® JirdunAR(Attitude)

K ° wqanisu(Behavior)/

= a aw
2NA 2-1 ASBULLIANNAALLNNTIVY

2.7 AdeiiAadios
mMnuuNUAseiAgdesiinuddysdenisimuansounnAnuaznsss i

993971388 (Research Gap) tleliiufisnnuuanssuazanudeidesainesdniusiilog
P AteiiAedesluadsiuseanifu 2 Ussian Wun snideidasuna (Quantitative
Research) WAz 1UITLTIAMUAINUTBLTIWAUN (Qualitative / Developmental Research)
16183;1'\‘1Lﬁu&’mﬁlLﬁﬂ%%@ﬂﬁUi%UUﬁa’]’Jﬁ (Cloud Computing), S¥UUa51584aY (Healthcare)
wazdeRdvadalinau (nteractive Learning Media) 1t Genially M%@ﬁaaaulaﬂgﬂLLuuﬁu

2.7.1 MUILTIUIUA (Quantitative Research)

fiusuwl [4] Anwnsesuanunsentiniiiortusanaaluwesvesyaansiiujinny
vutaIetnglussAnsunasesdiuviesiu Tnslduuvasunnudueieadofana wudngy
shetnsdluaiszaunnunseniindlusedu “Urunans” (@nade = 3.42, SD = 0.65) Yadey
fifdnswateUszaunsaiuaznind funisousy nansAnwIldiuin “n1seusuduny
suasaende” Wusudsddgiidmarenginssunsldnuegiasnde
la gusiav [7] Anwiaug Anunsentin LLazwqaﬂiimaqqﬂmﬂimmimqmﬁlﬁm%ﬁu
mMs3nwmnuiunsUasnsevesansaumealulssneiua wuin yaainstseiuanuslunasi
“Urunany” uagAunTentng luseay “gae” wingAnssun1ssnwinuUaendeddl
Founnses muiseliaenndoatuluna K-A-B (Knowledge-Attitude-Behavior) & a1y
nseunwIRavdnAldlunsinuasil

25591 Wduns [5] vhmsiannuunemsiamsaasiunsUasnfevesteyagunm
(Health Data Security) lng8148 9110155 1U@Na b4 Y ISO/IEC 27001 waznsss1vUya)f
dunsastoyadruyana (PDPA) nansidenuiuummiidmuntuiaraumnzailusedugs
AsEUAGUIINATNITBnalla 098N uazngmNe
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anms Wusen uazauy [24] Anwinsnsenindvesdldiudumesiiadesdunnaiuain
N1IANALAISHENIUY (Password Attack) laglen1539u18esnnass (Experimental Research)
wuiwdsnldfunisevsuarliamufifsatumsisiamiuiivasnds ssdunisaseniing
voanguiegnafistuogiiteddameadn mnnsdaeneinduldinifodain
drulngflinnudidgiunsinseauaug ANUATERIN LasngRNITUYRIY AIINTABULAL
ndIn1soUTH TIniansaaounadugni vesdenionisilneusy Geaenndosius Uuuy
msfnwadsdiflddomaiisuiuuuldiney Genially WieiUFeufisuazunurounazviaGeou

2.7.2 NUIFLIBIRUAMLALITINRIL (Qualitative / Developmental Research)

Funild Foundng (23] AnwinmaaSuaiisanunsenindiuausiuasasadofda
vosoaadATAs suauUsEI YUY (eaw.) tagldRanssuideufuminig (Workshop) uax
nsduntwalagfiouna nuimdutrimiansa seRuarunssnindifistuedssosay 20
wazfiiniuaunsassyfoanaudavialdgniesnnty

25591 wWadums [5] 19351539813 aWmun (Developmental Research) Lt oad9uun
msnsduasosteyaguamlulsmenuia lasiiudeyaanmsdunuaidednddoinauas
NIATIVARUANUMUNZANYDIUUTIADY HANITITULAUBRUIN 3 61U LAlA 1IRTNIINNY
wAdlA 1MSNNTNNEBIANS WaTANRITNITNINgYINe Bsldsumsuseiuindanuminzangs

DeCarlo [25] Anw1nnsld Gamification 1l owaunia3 asiloifousdunisdesiude
anauilues Tnswfunisiuilefu Phishing riudeinuuuildney wan1sidenuindesanan
PrefinusegslalumaBoudiaranmginssudesldogneivsyansnm vuiseiuandidiuds
mnudAnesdensiBusiuuliney (Interactive Learning Media) Feildnwailndifseiu
g0 Genially Allunsinwadd

273 nuAdeiiAndestuszuuaand (Cloud), szuuguam (Healthcare) uazde
AvaLTlARaU (Interactive Learning Media)

NATEAusTUUAasdunuImddglunisiruasuamsi e utursUaensde
a1saunAlugAddvia lae Mell waz Grance (2011) [20] laliAd1inAIu “ssuuaanIn
pofane” Tuduzuuuuvesnmsliuinmanineinsaeniumefiuaietedumesiin du
AuautAgIAy 5 Usen1s lowd nslausnismumnudednts nsinfialaliuesaeie N3
FIWNTNYINT ANUBAVEUY WaznsIanansLdu

Hashizume Ay (2013) [21] lévhnsinngivssiiusuanuiuasaonfoves
szuuAaMAluiAag 9 wu anuududa nsmuauansidngs nsfigaidfau wagnis
Jasfudoyagunie mamﬁmmzﬁwudwﬂmmdaﬂmﬁLﬁmmﬂmimmmmmﬁmuquﬁ
Foalutunsliuinig

25391 WhBun$ (2565) [5) Ievhmswamnuumaoaiieiamnausiunmasnde
wagaududiuiivedoyaguainlulsaneiuia Inet1unsgiu PDPA uwagkuifn Cloud
Security snUszgnAldiuszuugiudeyagiae dsazvioufisnisysannssenineszuuaang
furusunsUaenienisguan
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MnmMaununuideiiiitesitlulagisssma wuiiivssiudamsueg vas
Usen1s nanfe nuiTedulnglvaudAyiunisuseiiu seauanus anuesenin uaz
woAnssuduaulasaionsleiued (K-A-B Model) Inglduuuasuniuniodeousy
soulaviduinTesdiondn wu suves Wusuwd (2566) [4] uag 3la qnSiav (2565) [7] 1
wuIINToUTHAIIIaL NTERUANIATENINS IR g 1efltuddyn1eadA Tandenuves
DeCarlo (2020) [25] #lHuuaAn Gamification tleasrausegslalunmsiFeusuazanngingsy
o9 nfie@ (Phishing) léegnadiuseansan

VUALITU $1UVB9 13581 WIBUNT (2565) [5] wag Hashizume et al. (2013) [21]
Ifudssfiudu anutursasadodeyaguaim (Health Data Security) Laz ATy
Uaeafiwesszuunans (Cloud Security) Fudutdunddnesesdnsansisaigulugandiia
lpgiunsussendlduinsgiuanna 1wy ISO/IEC 27001 wag PDPA Tun1swaiuikwiInianis
AUATDIYBYR

oslsfinnu nddeiinanundhedudiulvg Sejatuamenslieuiteniseusy
vl TnglailsoenuuvdensiBeuiidslineuiomzdmsuynainsaisisaaaluszuunanns
Feflmnuidssanzsnudeyaiitiefifesdunsesniungrang PDPA

Fatu 9uideatuildel dnuazsesen (Extension) anaidedeuntdlu 3 Sdndn
Lo

®¢uiazaile (Tool Innovation) simun AemsiFeuiuuuldneudisunanylasy
Genially FinauraIunI e uazanunisalisnaes ieiunsidiusiuwazanudiladedn

©/1175398 (Methodology) Tdn1500nKUUNITINELUY Pre—Post Experimental
Design 1l oTansiUasuulasaiwedaziuunoulazndusou niounadouauufgiusie
Paired Samples t-test

®uuUTUNNTUsEENs (Contextual Application) sjasiunguitvuneumainsmdiin
wnruUATRNUULTEUIUAATIA Fsanmanumutenansidndslinuindsindnguids
Usgdngluviuni$rda Sedarmdndudeaiamuinagyssfiudoninifoufuuulinouli
MU AU VAN N ING DUAINE T

nsfnwafeiFadunisiuuifn K-A-B Model snysannisidrfumaluladnig
Bouateli eadrsuumsimilunisensgiuaunszminfuasnginssuniudasnse
msleiuesedliussdvinaluninansisauavennava
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35N HUNSIVY

msfnwaseiliiun1sifeiiauiina (Quantitative Research) Tngldguuuunisidenda

81979 (Survey Research) i¥nguszasdiloyszifiussfuanunssnindsnuauasnionis
lniwesvesyamnsiiufifeuuuszuuaans nsdlfnuaddnienty

Tneganvhlddiiuntsinuniunidassmudunau feil

3.1 NFEUIUNTANLUNNTIVY

3.2 MIMUUANFUUTEVININRUAIBENS

3.3 msdnviiaesileldlunside

3.4 avihdensiSouieulay

3.5 NMsiukazTIuTINdeya

3.6 MTIATINVYA

3.1 NTEUUMTAUTUNTIY
nsvuiunifelunisinunadiiusznousetuneuiidumfuegnaduszuy duandlu
A 3-1 TegBuanmsaiauuunaaeunouseuiielfiduseafiolunisussidiussfuaia
pszaiinddrumusiunstaondenidlaives mndudidunisdsuvunnasuligideas gy
11U 3 YIUATIVEBUAILADAAT BIVRITDANINAUTRUIEaAT0IN1TIRnIuATEAY
#0AARBIUDITRANNY (Index of Item-Objective Congruence: I0C) TagAMUUALAMIINTS
gousulie 10C > 0.50 mingemslaliinunasiazdniunsusudulvdeuhluldase
Sedosdierinunmnsiaaeunda §adeliuszanuiundinenvuidunsdfnvuieifv
fogauuunaaeunousoundsi 1 91nyaainInauiiegns tiiednanzuuuiilduniingei
Huriadsuararudsavuinmsg Weasioussduaruiugiudosiu ndul3duls
penuUULaziALNd o9 suseaulatindensaiennunszmingeuauiuamg
lwiues uazdaliynainsngudedsldldaudedang1n aendansiious §idvains
Luunaaeund s sunazandun1sLd erv R sI9aoUAIIN gAY WA DY
wuuneaeuieuds Wekumnsaouid Ssiuidiunismaaouaiadt 2 daFew) 9t
UIHANTYLUUNAOUNBULAENA AT EUINIAT IS UIEUAILUANFIIYDIATULUUA Y
afif Paired Samples t-test Ll oUszifiudszANS A mMuesdonisiFousily anvine §35ule
505 TA51e9 wazasUnanside wdendmienuiietausuddtfudamsiely
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3.2 MIAMUAUTEYININGUATDE

3.2.1 Yszrnsfildlumsideluadel] Usznsnquinedrsiilélunisin doyanains
V4ARLUN= 1UIU 100 AU

3.2.2 MIMAUATUINGNAIBES

vuafegslunisduniiaded §@nuldmvunuinvesngudiegiaanugasves
yls e1uw (Taro Yamane ,1967) Tasfwuaauaaimadouliiu 5% dduruinves
NANFRE AN 3-1

n=N/(1+Ne? (3-1)

S N = vunvesszang
N = YUINYBINGUAIBENS
AAuAaRLARBUYRNAuR B s uAlvinAY 0.05
wnuAnlugans
A1 N =99, e =0.05=>n=99/(1+990.05) 2 ~ 79.36 = Jalu 80 Au
9nATALINdIFuNUI BanguiegTimnzaude 80 AU Juilsswodmiy
MAdodsUEmalusefuanuidesiu 95%.

D
Il

3.3 msa¥ainIasilanliluide
3.3.1 fumeulunisairaeosdionildlunisduaiidaselunuiselunded 14380139
wunageu ddlunisesnuuugadininnluassidu mafideldvhnisaiiedues uasld
fundnunizvenaiesiielun1ide fail
poudl 1 dnwaigmeszng eaduiladudiuyana $1u0u 5 4o 1fun e g
sEAUNSANY Sedumis uagssezia M huiiieatesiussuureuiimes
pouil 2 mufifeatufeanaumslaues S1uau 25 4o Uszneushe 4 sihde Téun
LanununekazaNd1Ayvas Cyber Security
2. Usznmnuedianas
3. Uszinnistananisleiues
4.ANURTENTN3AU Cyber Security Tu¥Inusedniu
3.3.2 ahayeiauiilefnunrunssnindmuniadasadomsloues anuiifeatust
anaumalsiued S1uu 25 4o Tnetefignaesazld 1 azuuu §Aduldimuninasinisua
NaAzIULLUUNAFeUANLT Felnzuuudy 25 azuuu Tasdrsdandnnismenisineiuas
NouN"558U3 (Bloom, 1956) wieuldnawiovazvosnznuuiilasy wWeothuldsuunsesu
AmuduesnouLuuauny fall
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ARREAZLLL n1sulana
0-12 Azl (FN1 50%) sEAUANSTRY
13-17 Azikuu (50-69%) sEAUANUIUIUNAIS
18-25 AzluY (70% Fuly) FEAUAILFUIN

3.3.3 {811 UszIUAINARAAG DIVDIUUADUNIN ATIAABUANAINVDIATEBLAY
L3978y 910U 3 Yu insuseliunuaenadesvesternnluiniesle lagdndnlv

AZLUUAIY

AZKUY wlawa
+1 dedormamaenndesiuinguszasd
0 delsiwilaternaenadosiuinguszasd
-1 odemaniliaenndesiuinguszasd

WHaUsHEUINHT I IAINARYTEANaeAAdes (I0C : Index of Item -
Objective Congruence) lagidiantad1n1uiida I0C 11nn31 0.5 INFLAFEIY5Y T 3
i Mntuhradiasizinudenndes deAniu wasihmuuzidinieg uuiulsudly

3.4 MafuTIuTINdays
nsisuadsilldiAununadeyaitldnniuuunadeunnyadiniy deuuazvds gde

maFeuiesulal iesnszfunszmindiuanudasademalaes muinguszasd
Fupounisiniumsdel

3.4.1 {3duldiudunisyszaunuiuaadng wasthuuuneasudldsunisusulmn
forauonuzvasdidonnny weuliiuszarunuvesnaing wionistuasingUszasduasns
Fedumednuaisnusliogadaau mafunumdeyadudiiunsiuifoudomay f
\ABUUEEY W.A. 2568

3.4.2 fAdeldhuvunageufeuwSeu (Pre-test) IdavilusuluuluuNaaeuesulariiiy
Google Form liyamnsuesndting yhieugdenisiSeuiesulatizesnsaiianunsemiing
frunrusiunamisloies el wwuasuauadsil 1 Higusrasdiiiofususandoyana
AzuLuALSarAIRsE S esiuraayeains deuntsdrurudensFeusina

3.4.3 Atelddnlryaansvesndinldigienisiieuseoulatiinshensairsmnunseniing
sumnusiunsslewed TnsdensiouddinaninausanuiiiertuanusiunsUasnfe
nelgiues mamqwfamﬁwﬁ'@ 4 9o lana 1) AnunuguazAuaIAgyee Cyber
Security 2) Usstanvesdawds 3) Ussanvesnislainialawwes uay 4) aAnunseninionu
Cyber Security luinUszs13y wail vzé’qmﬂﬁqﬂmﬂﬂ@’w’vﬁﬂ%’mmﬁamiﬁsuiﬁ&m%’aﬂLLé’q
FiTevinisesnuuuuuunnaeunduieu MntuduwuunnaeulViBsamgnsanasueiu
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gnees ) I7elaanidunisliviuuunaaeunduseu (Post-test) Ingdnvinlug duuy
wuunageusauladi1y Google Form WWulieafuaseusn wuvaouatunsiad 2 94
TnguszasdiiioUssidunadugrimninisiFeuiuazasaaeunsiasundasiuamiug A
e wdesziuanunsgnindvesyrainsiisafuausiunmisloiuesvdsns gdenis
Seud

3.5 M3AAsidaya

FAfelsvinsissideyanuuuimisafiiiBsnssaun (Descriptive Statistics) Lile
oSUEdnuaEIIUszIng wazdeyailuvesngusiogisiinamnisinu Tneldnisduan
Aadi Idun Ardndiusosas Aeds drudsauuannsgiu A1gean Avnan waziesazvos
Aade Teyaldouanuiinmesifieaia ttest wWuuNguFiegnadusTug (Paired Samples t-
test) il olUTuLTiBUAZLUUR BU-M AT oY LALTIBUILINDNSIA (Effect Size) Uszinm
Cohen’s dz #m5UN1IMA@BULUUTUR TABAIUIAAINGAT dz = t/vn LTt BuUaAIY
MANEANLLSIVINANLINTNATE U uanantl §338lald Google Forms uiadpsiiolu
mafuTunadeya wazthdeyaildudengiiiiemaadanmeu Ineddedavananma
Fmadunan wasllidbdeyanseseasBendiuynnavesdidnsaunisAny

3.6 n13dnvingeaaulall
a o & & v A N 3 = & o & o 1Y) Y A a o
n3uasellaldiaTeste Genially Fudulsunsudniagudmsunisadedenisises
soulatuuuBaldneu (Interactive) §Idelanlusunsuiana nunimundudenisiiousiie
asepnuesevtinguauiuasUaeninslaiues Inelivunaunisaiiununadl
3.6.1 MTIAIZiNaNSVIAdeUnawSEY (Pretest Analysis) §3devinisifiudeyanziuy
NOULSHUYBINA LRI UagdiATIgrinaiaasyiousEAuANs N uguluduANduA

o

Uaeadensluves nanisinsssidanangminanldifutoyadiulunisesniuuuas favii
donsBeulimnzaudugiSou

3.6.2 IUﬂ’liE]EJﬂLLUUg@ﬂﬁLg‘EJUj? 3980198 UUIARYBY Gagné (2005) [17] R
Usenoudedunouddy Wy n1sadaussgelaliiGeu madauedomediadugdiu nns
aslemalumsldneuivde waznsmumuiteiiuamusissezen Tnslassadaionmgn
Fadudildszauanumi uadaiiugiu degudeanauiinuuos 5dosdu Tuauds
wamaUiRessiannsaussgndldlunuysed

3.6.3 {Adeidenldimumand 53Ul Genially dawSenld Tnefiansanliaenadesiu
oy Yaquazasdnadous wordnvaedidou wumaniidentislinininaueisuuuyd
Huszuu Fanau wazaansavduudafisdldnuanumngay Sedsmalidedanumiuile

= = v - ) A
@’]%WLLa%ﬂﬂ@J@ﬂquﬁuﬁl‘ﬂm@QlejLiEJulI']ﬂﬁlJu ANNAINN 3-2
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€ Gotospace Q Upgrara to Pramium Q

Recommended

For the first days of class
< ¥ 9

J e / o ) o ]
il vy -,
o ¢ - 2 . FIND THE
gy challense . o & —
= e @ 69

} -
GENIALPARDY

¥

Dynamic Classes

s oy ¥
LEADe 3 bwm

sticker [ ..

Album | [
ICEBREAKER |l

AW 3-2 JULUUTRIERNTIREUS (Templates)

3.6.4 {Idedndomildnnnisiesziusensuududenisseus lnedasesdoniny

sUAN 3ale wavdeusznaudu 9 aduiiufinisuiauesgildnutunou wuautALaY

nsedu wazideulesiuinguszasaniseus weligissummsahanudilalade uasiie

= ya 1A Ko o 2 a v o s a A
ﬂWiLiﬁlug‘VlGlE]Lua\‘i uaﬂﬁ]']ﬂu‘ﬂﬂﬂﬂ'ﬁm@ﬂisﬁmua ABNYT LazaIAusENaunIINNNLIZEY

WL ANUEIEULAEANNUNAUTAUBIED AININT 3-3

B e Upgrade your plan w ol | D Prozent v Share

° Wupiuvavkanmisufuawwandutuav
Uaaasgnmvlswuas (CIA Triad)

Confidentiality - "1sSawviAdwaU
Integrity- A>1ugndovuaviaya

Availability- n21uwsautdviuvavdoaya

@z 7
Qripege B Q 00 @ <« 7 » WM & /P
' e & o
ANN 3-3 ANTLLNTNLUDUEINEBDINTITAIUULNULNAH

3.6.5 M3UTuwstesAUTENBUWlARBY (Interactive Customization) Wiensesun1sil

drusvesiisey dadelaiuilsitugaldneu wu nislddemauiioTaanutnlaiUewiu
Neafuillemuandigiseudiu msaddunaiieimsludaienadnnn g nseules
denludedevisounastoyaiiuiy waznislduetiutuietisesuneilomndudeu il ms



22

ponkuUBIRUsENaUdtlinaud el suaunsatufduiusivdelouniy anaiudng
MNNIREUIRUU VS eTlueegie uaslaSuasausraunisainsiseuiniauming
wagandladne fan1ni 3-4

[ SR P T—
D
M 2
Malware Uszinnia (hagn@iadoinsov
“ AauwIasuaMmsaaniwalas3smsidiska
Iwadayanvkualuinsov waldlumsiSenaila ?
-

N
# M Adware . Ransomware

- . Spyware - Trojan

o e @ I & ¢« 2 - . /»
AN 3-4 NSLEYTIAIANNWNTNTENINLLINLAAZEIU

e iFounauAnwligndes ssuvazeuaalidrgunsouludwudaly §ee
iesuaisusegslanazamtulalunisious egrdlsfag mndiSsunsudaaligndes
szuvazgnoanuuulvidaundulusmiindfidevnfiAsrtesiumniudenan el Seulds
Tonanumu viarundila uaniFoudrluduidsiteunnses nssutunsdinaniendy
nsduasuNISTeUFLUURUSAUNUS (Interactive Learning) wazd el Seuaunsaiseus
Femules (Self-directed Learning) IéagsfiuszAnsnw Snsiadwiligiowinnsdeous
ogaviaiiles lilifisusandrdneuiignifes widudnlademiiegidemasmmeautuagnades
Wi fogrsmsihauvesszuunandlilunmi 3-5 uag 3-6

o —— VI

’ @
‘ Quupe B @ vov @ v - ‘D
P o = ¥ (7 Y Y
MWN 3-5 wanansnaumauignaswazeugnrludmthaalule
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3.6.6 NMIATIAADUANUYNABIALAIMMUIZANVRIEHB (Content Review) HIT8vIINT
MTIVAOUAINYNABIVRUHENY JULUUNITULAUD Uagn1391uTedIRUTEnauldlaney
dialvideianuanysaiuasldaulaegesuiu awnsanadu Present NYuYIIUNVRINTITE

Wiavihn1snTIaaeuANgndes ANNENYTAl lazn1suanwkavesdeneuhluldasela

3.6.7 nsweunsuazthluld (implementation and Publishing) edonsi3eusiinm
auysal mndesnameunsdenisiFeus flinuamsaidennisnszanedeldlnenaiilonou
augn Uinatsly Present dsvuuazuansialdond munseunsviatsguLuY 19U ng
af1edardmiuiinge msdeiudiua vierunietiedenueeulall saudimndeudodu

s = [ P Yy a Y = A v ~ v
wnanWesuN15Fous WU Google Classroom iielvirisauanunsaindsdelaagain el

o i Y = v & A A v a = I v
ﬂ@um'ﬂ@ﬂqﬂfl}'}ﬁﬂw’] LLEﬂﬂ‘UL‘Uum’iamaIUﬂﬂiﬂmﬂ%ﬂiiuﬂﬁiLingﬂaumi%@aaUﬂaﬂLiﬁlu

(Posttest) FaLaATLUATNG 3-7

VIEW ONEXCLUSIVE PAGE Premim

PubAic link e rivale exclusive il

MW 3-7 wansdiaisnisdsdensiseuieeulaululigiseu



unil 4
HaN15338
FAdelsiuvunaasunoussululfifieUszifiussiuanunseningsedsanaiumnia
lnwesvesyaainslunddn andududunisdafansanaiuaiannunszminglaelide
msBsudeeulatifunguyaains iethdeyailfuninneiasiTeuiisunadwsiuaniy
nsgviindvoayaanslundin Tnsnan1sifeusingudunsunisdniunusieluil
4.1 wamssiunsdavimilsderenueuassiuasuiisdouriiadi By
4.2 wan1sFiiunisadaiiomuuunaaeureuiou
4.3 wansdidunmsnsadeuidevmuuunaaeuieuSeulned By
4.4 wadwsaINNIANTIUNTVIAAEUNULTEUMEYALUUNAGBUNB WS
4.5 nadwsannmsaisdenisiSeuiesulatl
4.6 HATNEIINNTUTHUTEUATIUUNSNAGBUND UL EULAL AL EY

4.1 wamssdumsiaimiisievennueyasziuasuieiaudenedideney

fideldmidumsdavimiidevennueyanegitenddn evesynmiidumsideuay
Aununudeyannyeainsfiujifinuuuszuuaand Tasssytuseulunsifudoyaogis
Fonau il telinsdidunudulusgagniowmiundnatessmumsidowasld Sueyyn
nguImsAatineg1nlunianis awwandly ananuan

uenand fATesslddavinisdounsiaiBermgsiuan 3 viw deliidusaalums
Uszifiumnumneauvenaiesdiedde velushuilonn (Content Validity) LLﬁ”ﬂ’J’]ﬂJﬁ@@ﬂﬁm
AuinguszaAnsidy mam'ﬁl,l,mml,l,avﬁwamL%mﬁmmlmmulﬂu AARLIN A LilBuana
AIEUIUMITELNULAEMENGIUNNSHTITABUANATIEINTIBLASRsilat AUy

4.2 wanssifunseailomuuunageunsuiiou

Adeldddunsiauinuunageuneusu Fosmnufifeafuasiunsasadons
lawues aseunguussiudAgduag 4 su leun 1) anunuiswazauddyreiniy
fuasUasndenislaiued 2) Ussianvesiauad 3) Uszianvesnislandmisloiued uay
1) mnumszminginunnusiuasase fovislavesludiauszdriu wwuneasudsnaadl
S 25 4o eglusuuuutstevanssdaden (Multiple Choice) Tnefiinguszasdiite
THUssdunudnounaiousdedonistouiooulay aaonasuldifudoyansuuuiiugiy
(Baseline) dmiumstianesiUSoudisunamaiiouiluduneusiely

4.3 nanssifiunsnsvseuiiemuvunadaunauFeulasdidearg
FAduldidunsdauunaasunsus sulviidvaviadiuiy 3 vt hnnsesaaey

augniosvanionuarlvidoiauauurlunsufuusudle Wl nismsaaounmuaimues

peulleddelAlIBmMaAfslinnuaenadessenindomanuiuinguizasdunsnside
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(Index of Item-Objective Congruence: I0C) ;EL%&’JGU']@QI&T%J%Lﬁu%’aﬁﬂmufﬁﬁmu 25 U9 W@
manssaeunuiidrinnuaonndes vesdermanumndadidndaus 0.67 83 1.00 Fegent
et mualy (> 0.50uandidiuiwuunegeuiinuiismsadadomlussiuiimnzen
ansnhlulflumafvsunadeyalfesigniesasidedelsd fuandu msed 4-1

A15199 4-1 AANUERAADY (I0C)UBILUUNAGDU

y A3y | fileawney | filsvey | naswves | Avade

v Audl 1 Aufl 2 Auf 3 AZLUU2R | 10C wlana
1 +1 -l +1 3 1.00 | lala
2 +1 +1 +1 3 1.00 | 14la
3 +1 +1 +1 3 1.00 | 14la
q +1 11 b 1 3 1.00 | T4la
5 +1 0 +1 2 067 | ld4la
6 +1 ¥ +1 3 1.00 | l4la
7 +1 +1 +1 3 1.00 19la
8 +1 +1 X 3 1.00 | 14la
9 +1 +1 0 2 067 | 1dgla
10 0 +1 +1 g 0.67 | ld4la
11 +1 +1 +1 3 1.00 | 14la
12 +1 +1 +1 3 1.00 | l4la
13 +1 +1 +1 3 1.00 | 14la
14 +1 0 +1 2 067 |14l
15 +1 +1 +1 3 1.00 | 14la
16 0 +1 +1 2 067 | 1dgla
17 +1 +1 +1 3 1.00 | 14la
18 +1 ™ +1 3 1.00 | Tals
19 +1 +1 +1 2 1.00 19la
20 +1 +1 0 2 067 |lula
21 +1 +1 od 3 1.00 | Tals
22 +1 +1 +1 3 1.00 | 14la
23 +1 +1 +1 3 1.00 | 1ela
24 +1 +1 +1 3 1.00 | 14la
25 +1 +1 +1 3 1.00 | 14la
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4.4 HAANFAINNITANTUNTNARIUNBULTIUAIYAUUUNATDUNDUITIY

msiesesiteyaluunil ingussasdifiothiauenansdinseidnumsnsssing
VBIEMBULUUABUNN haznan1sUTziduAunseningvodidnsiulasents tneuuanis
thiauesenidu 2 dau il

4.4.1 wamsiereideyaiiugududnvasmalsssing

ndoyalunsng 4-2 nuinnguitegrsdnlnaidumeamnds S1uiu 60 au Andudesas
75.00 vauzfiwamefisiuan 20 au Andudesay 25.00 nquiegdlngTongsening
21-30 U 97u7U 40 Au (Fouaz 50.00) 50989119 31-40 U 971u3U 25 Au (Fosay 31.25)
dususziunsineg) wunadulugliszauuSyyes 91U 39 AU (Souay 48.75) 599897
AoseduriniUsaans Shuau 35 au (Sevay 43.75) LAzgaNdUTYIRT 91U 6 AU
(Fowaz 7.50) druszaudibnisinu nguiegsdulngiduninnuujifou d1uau 57 au
($ovaz 71.25) 1998901ADMIVUNLANLN /MU INUIe 91U 12 A (Fasaz 15.00) Wagszaiu
Jinnns/ses{drurenisdisiviulinn dmsuszeznainisieuiiieidestuszuy
ARNALes wulndiulugiivszaunisal 1-5 U 91wy 34 au (Fovay 42.50) 50989U1A0
Uszaunisailesndn 1 U 99uau 19 au (Feway 23.75) uaz 6-10 U 972U 16 AU (Fouay
20.00) Yeyadnuaien1aUsEInIfna 1t IaNnTa IR sianLEuRuS eI
918 TAUNISANY funteay kagdszaumsainsvinuiurian1suegeunous su-vas
Seulsegradusyuu

o o Y !
M99 4-2 ﬁﬂﬁ:}mgﬂ’]ﬂﬂig‘mﬂiﬂaﬂﬂfjllﬁ]')@%ﬂ\‘]

dnuazUszyns 3183 | sedas
AU (N) | (%)
W i - -
Y8 20 =
39 30 %
218 fndn 21 T 3 375
21-30 1 a0 50
31-40 1 25 3195
41-50 9 9 | 1125
51 Yl 3 375
39 30 100
stRumMsAnen | dninUiyaned 35 43.75




A15197 4-2 (51)

anwauzUszying 318013 il
AY (N) (%)
USeyes 39 48.75

ganindSyaes 6 7.5

394 80 100

STAUAMMMUY | FO981UIENT/EIREMIBNS 3 3.75
AInN1sHe/EYIeRdnnTsEeY 8 10

WU/ Fntng 12 15
NonuUURU 57 71.25

394 80 100

s2ESAMIS | L,

¥ineu @) uUaegni 1 19 23.75
1-5 34 42.5

6-10 16 20

11-15 4 5

11NN 15 7 8.75

39U 80 100

4.4.2 HaMTAATINTEAUANUATENTINSVDILROULUUHDUDY
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HIdeliihuuunageuneuseulunaasaiunguyrainsvesndin weiudeyailosiu

NIusEAUANUIkarANd el tnaldnquusevininiuveulunve iy

IUIUNGEN 80 AU wuunadeuneuseudavinlugUuuuseulatiniy Google Form Liveguae

ANNaEAINUNITUNMaEAATRTINAAILLIA AT AN U KATNEIINNITNAGBURDUSHUYN
Un1UsERtanan1ead @ lngAuinaai e (Mean) Ansisegiu (Median) dduid e aiuy
11M5§1U (Standard Deviation) A1duuszdns AnulUsiu (Coefficient of Variation: C.V.)

LAETINAINTIANGUATIUUANTEAUAIN TV T IR NTIUA et

® 0-12 Azuu (N1 50%) dnegluszAuauitesy

® 13-17 Azuuu (50-69%) dneglusyiuanuiiiunai

® 18-25 Azuuu (70% Yull) dnegluszAuanuiuin
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A15199 4-3 Uszaanan eadna

AERR (Statistic) HAaNS (Value) NUBLIAG)
Srunuyeansihinnyszanana (N) 80
AaRe (Mean) 9.25 INATLUULAL 25
ALl5eg1U (Median) 9
drnlenuuiinggiu (S.0) 3.309 A1 S.D. fiv
AUIUIN S.D. + 25
S.D. lUvu normalized (0-1) 0.132 P by, N
(FTUIUVDAIDN)
AndulsEans ALY g _
_ < 0.358 AUIUIN S.D. + X
(Coefficient of Variation: C.V.)

NAITNA 4-3 uanWaNTIATIERad AL TansTauIABITUATLULLUUVAdBUN DY
5ouT8IYARNNTIIUIY 80 AU WUTIANLLALYBIAZUULVINAL 9.25 AZUUY NASILULIN 25
AZLUL LaRIIEReULIUMAseUTinzuuRdsaElussAuARuislaITisufUAzLLAY

Aslseguiiiy 9 avuuu Fddadidestudiiede avvieuliiiuiinisnszaedaves
AzLUUBElUAN YT ALLINTNOANADT

dudsauunnsgiu (5.0, dauiniu 3.309 Fauduen 5.0. Auitasvioulidiuinnu
LANANIYBIATRULTENINIYARaLUSEAUUIUNGN NAIRD AzLULYBInaudIulng a1
waneinaudne uililansganeunawiuly

SleAaMAT S.D. WU normalized (S.D. + Azuuuix) ldAusiniy 0.132 viesouay
13.2% YDIATHUULAY 25 AZIUN NUIBATINTINZUUUVINGUAI9E 19T N15nT818F0¢
Uszannudosay 13 vasrsazuuuiavan dseglusedusi-Uiunans wazannsoulaldn
azuuulagTuAeuitsunguiuluisnguuumA N

uenanil Wlerdn S.0. suUTsuileufuAadsfiofuanmAdis Avsmunys
fu (Coefficient of Variation: C.V.) §uludad Ynszduaunszatedivesdeyalumiae
WnsgIuAeaiu (Muwalaegns CV. = S.D. + X) wuinfiawiiiu 0.358 wiaAndu 35.8%
Fadmeglunmsl “Aoutnsgs” munoamnuiANuuUTUTIuYeInzuuLiiAoudisn uandlyi
WiuIsERuANiTesyaaInslutnneunIseusudllianuuanaeiueg woauals uredIud
ﬁugmmmiﬁmmm‘daamﬁ’amﬂmua%mﬂmfﬁLﬁauiamm YauzTiuIsdUTIuIAAY
iilalussiduddny dadudeiiazvioudsanudndulunisiaundnenmsinudenisous
ooulatifleanuuuliluauided

naniansEatefavesazLuudInanasouliiiufsdnvuzauuanase i
grumudvesyaansluaddnegiadaiau nqudegslildianutladuanuiung
Uaeadsluvoslussduiioatu vemefinruiiugiusgudlussdunds uidnnanssed
anuslusziui denalidududesdinisesnuuudensidoudiianunsonevaussiFouiil
fugusnefule



M19199 4-4 NFUATLULMNTEAUANUSABULTEY

LU Wnugisaeay . .| Y
< STAUANS | UUAY | Sovay (%)

AYLLUU (AZULUULAN 25) N
0-12 PR v

$1n231 50% Uy 54 67.50%
ALY
13-17

50-69% Y1una 24 30.00%
AZLLUY
18-25 X

70% FJuld 170 9 2.50%
AZLLUY
374 80 100.00%
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NANTNA 4-4 LAAIHANITTILUNNGUALUUUYDIYAAINTANNTEAUAININBULT I

wuin yransdulugfiszauaiug egluszav “dee” 1w 54 au Andusesaz 67.50
$9989U1ABLAU “UTUNaid” 91U 24 AU AaLTUSTeuar 30.00 LAz Ned 2 AU

($oway 2.50) AiflszAumug “un” neunisisous nadanaiuandliiiuin lneniwsau

yaansaulngdelimnuiauanudasadenslavesluszaun aasviouliiuiaay

Judulunisdefanssunisiseusnioniseusuiudy esnseduadlawazainy

asznindvesyraInsNgiumMssnmauiuasUaendemsluues

M19199 4-5 NFUATLUUMINTEAUADINS DU TILUNANNUTEAUAIINATENTINS AAZAY

AU 98 (%) | Urunae (%) | un (%)
FUT 1: AUTNLNBUAZAUEIRIVDS
& o . .y 65.00% 32.50% 2.50%

adusiunslaannglwiuas (5 1)
gudt 2: Ussnnuesdauas (5 49) 70.00% 27.50% 2.50%
gufl 3: Uszinnvesnislaninislawad

o 80.00% 18.75% 1.25%
(6 v9)
fufl 4: AuduasUaannelu
- o w ., 55.00% 40.00% 5.00%
PI0UI179U (9 U9)
F]I"ILQEIEJ 4 AU 67.50% 29.69% 2.81%

NIV 4-5 LAAINANITIILUNNGUALLULNBULTIUVBIUAAINT TIUUNANNTEAU

Aunseninnuanulasademalauesiuwdasiu wuii Tnenmsiuyaainsdiulgd

seAuAug egluseau “dee” Wwivieuar 67.50 YeTeaU “Urunan” fTegay 29.69

wagsyiu “u1n” diilesdovar 2.81 uandbiiuinneuniseusy yransalngdadiaiug

fugumuanulasaienslguesegluseausi
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definnsanusesu wuin swdl 3 Fessuanvesnslaudnisleues ddadou
yosiiimnisziu “don” qafign Aodeuas 80.00 sesamnAe Fuil 2 Ussinnvessiauas
$oraz 70.00 waz Uil 1 aruminewazaudfyvesruiunasnsulaued Souas
65.00 Tuvauzdl fudl 4 asiunsasndsludindsedriu ddndruvosiilanuisedu
“Yfou” Alan Ae¥evay 55.00 wasdusnueifgneulusedu “u1n” ganddudu (Goe
8y 5.00)

namslinsIeiiiagiiousgetaauin deumadisiuanssunisdeus yaainsds
yamuiladsdniietussanaamslewes Tasawgluvssifumanada (9u Ussiam
nsleuduaziianss) drumnuidunsldanludinszdriuiineudrsganindudu enady
wauananuduiaslunsldaumealulasludinuses1iu nadnsiseienens deaiy
f\i"lLfluLLazﬂ'smé’wé’maaﬂ'ﬁé’fmﬁ%ﬂisumsL‘%'aujz‘luﬂ%gﬁ iiounsziumnufiazaiisniy

% 4 1 1 [
mwuﬂi‘lmmqﬂmﬂiamqLﬂusw‘u

4.5 wadwsanmsairsdenisiSeuieaulay

mﬂmﬁﬁ’@umﬁamaﬁaui’aaulaﬁﬁ'aq Cybersecurity Awareness lagldunannasy
Genially nuindefiadreduiilasiadisUsenoudie 4 undoundn Wud (1) Anumvnsuas
m'mﬁ'lﬁ’maammﬁumﬂaamﬁﬂmua% (2) Uszinnuaadiawas (3) Uselnnuadnislauinig
lawues wae () anunsentinludinuszdniu Inswsasuniseugnesnuuuliinisiiauely
sUuvvAeBumesIoATNTHauNaUTaANL AUsENRY N91FN WazAansTLUUMAFDUYINY
un ieadsufdiniusseviedBouduiien Tnediedidomadouifnmi a-1

KJoU2AN1SISBUS

didunanssuyavidasunSaulkiasaau

01 AmuKkLIgUazANUEIALY
yav Cyber Securit

03 US:lﬂnﬂ’lS[i)Uﬁ n']\)IU luas' 04 AN UGS:hGn§ﬁ1uCgberSecuriTg
ugdaus:iu

@ genially

a Y 1 a a 4 L3 v ¥ ao
AN 4-1 G]’J’e]EJ'N’dE)ﬂ’]3L58U§EJE)U16UG]']3J‘VI’J“U@“VIﬂ'Wi‘Ll@
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o

wansnansaidonisizoudesulall dud 1 “Armminsuazarmddnueansiung
Uaeadelgives” laveSuremiunan CIA Triad lawa n15nwIAInNay (Confidentiality)
AUYNABIATUNIUYBITOYA (Integrity) wazadunsauldau (Availability) luusunves
Aaln wu MskilawedayadUisliyananisusn N1InsIadeUAINgNABIveIlayanay
fuiinluszuu wazmsgualiszuunvsuidouseuladndeslinuegiane WelifiFoudils

waziiuNMNsUsEgnAltasslunulsediu A i 4-2 uag A 4-3

c wugiugavkanmsujudiwanauluAL
Jaaangmvlsiuas (CIA Triad)

CONFIDENTIALITY

INFORMATION

SECURITY
- 3 Availability- n)1uwsSaulsviuvaviaya

Confidentiality - n1sSav1AINAU

Integrity- AJWQAGIVUIVUDYA

AVAILABILITY

@ oenialy o

AN 4-2 FpgmUTINELaEANEAYYDY Cyber Security(1)

G Confidentiality - n1sSaviAdIVAUYDVTDLA

KD msmunumswm\waualwafmaww unnanlosuaumm
lmuunemnsno uA v hsaauuauala

naunqunu*nnsnummuauuaouauawdw wu

 Jayas:zudau (Personal data) wu Ho- ulana
lavAvasUsssu suaneluktn wa Su/tdau/U 1ha
KulgLlay Passport

« Joyadugunw (Health data) wWu gayamssaw
wewa uauanma)ua\mumslvmua UWen Us:3a
WADIKIS WaNSASIDIADA MWENENVSLAINEN FV
dau Axwdugvaa

@ sgay

AN 4-3 AR 1NALTINELAZANEIAYYBY Cyber Security(2)
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wamanansassdensiiouiesulal sud 2 “Ussianvestawns” ielvgSeutlas
ANANNAINTBNAKITEUNTIY 1B 1357 Insdu uazusuduuds laedn1seSuiesigaziden
vostawrsurazUszian Ihun fausieerls vhamediils wansenufienaintu 350eeu
uaz AwsniimsuiRdonue WeldFsuiunmnsinuaidunain Wy msvanides
nsdalnduuuilifunasiiin mssdmalsunsudesiubisa wasmsudeielefiviudislony
anuRaUnAlusEUY fannil 4-4 uag 1wl 4-5

TRESOFMALWARE | © Virus
b ° Ransomeware
O Worm
O Spyware
° Trojan

ususuuwlIsRansomware

Uaus (Malware) Usstnnkiofioanuuuuiwe Wiska

‘| Goyalus:uuvavikdd uddBenmlid (Ransom) Wauan

davdanmdausarlaonawudousniia & hlt Jall O, -
damsuwinsyasuaslawnds =nim.. | AumsUandannSofudayainaiiu logona:omsdv

tanuiBen®ullu Bitcoin KSaasuladu q

~

-
-~

» nskalwadAry (1wu .docx, .xIsx, .jpg,
.pdf 4a4)

— ~ ~

drsovdoya (Backup) Wuus:=1 uaziiuBuegnan
szuunkan (offline backup)
suinavawdnsaunaua wagagavlks (Patch
Management)
[UWalwauuurksanandvnludwarsa Line Magdv
nlugan

AT 4-5 Fe819UsENVNRTAIS(2)
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wansnansadvdenisieusesularl duil 3 “Ussovvesnislandnisloes” el
f3vutlagunuunislenddinulsueslussdng 1w Insider Threat, Phishing, Password
Attack wag Man-in-the-Middle Taeitiulii] 13 outiunInn15v1911359 19U 115 WA
swaztBunvesnislanAuuy Password Attack IngeSuneisnislaufiuu Brute Force Lile
Wigsrvundauausuunentsestu Wy makssiaiiuiidudou Usznoudiefidnys
faav uardydnual sanfsnnsdsusiariuegsasinane welifiFoudlowuimisnns
UftRfh Ul lFasduns Weadsenunsevinginslaufimalawesaunsafniuldan
fameuenuazneluasdng fanmd 4-6 uay nwil 4-7

Us:tnnuavaislbuanivlswuas

*m *Q *@ *@

Malware Insider Threat Phishing Password Attack

Man in the middle Botnet Malvertising

) ey wuuvunadau

Password Attacks

PASSWORD

|*|*|*|*|*I*I*'

msuaaskanSomshudiskau laslisy
wwumsulue,mai suns=fodhfiodeydska — 0
ruwaihs:uuluharenSoulusdoyald

INAGANISAVSKATKUADOAY |4

s TR monts.
* ADWEDEIWUDE 8 (IINUS
o Oddanusikay (A-2Z) Brute Force A 38MsauannasliWaweenumn:
o Manusian (a-z) s:uudems "ion" skarugavAu losaavnnAnu
o Ghiav (0-9) WulvIdnDunIR:RaMaaungndo uas:is:u:
L P palumsuudnuandwAulumuANUeINIBUIVSKE
o Jdydnuaiwiay (@#$%"&x*)

(©) ety

A9 4-7 spgrauniseulssiansieanauluiues(2)
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a

wansnan1sasisdonisiSouseeulad duil 4 “anunszwiniludinuszdriu e
sndegnangAnssunsldrumaluladvidlufuheuuas Sulindeu eligBsudiunimns
UfvAaseludinuszdriu wu nsldanulnsdwislede uaznsidenrogunsal oT g
Jaendy wanaiomanudifsatunsldauivlsdediwasade Taseursuuimisnis
UFtRTgndes 1 laidhg iuledilsitinidedio asieaeudnydnual SSLHTTPS rouvigsnssu
el Founseviinfanistlasturuidssnnmsldoudumefidaludinas dilugaam
yhaumaznaduia fanmd 4-8 uay nwdl 4-9

- ©.

P H S

o € o7 Devees
E |
@ !

Al 4-8 megrsunssuaunsentnilutinuseaniul)

Website

aunmsdgumwammdaaona
1. linSuludaldsumndavmonliuuda wu MAmsussHIuLaL

mv social o9 )
2. luadsriymsuufin Password cvquu Browser fe) )
3. |5quciehh§umsm§snssuﬁdmt’g h§aﬁa\)umsnsanuauaﬁ

d1Aydovd SSL uastdviuniu [Uslanaa HITPS iidu

4. 16 Browser nloviurhIUGeuliviuwu edge, google chrome,
safari, mozilla firefox Wudu

5. AXSOMSAWIAN DASTUYDY Browser 26vaLtaud

“[8ly (i

(& ) 220151 cOm
3 © (& }oos sacuscom . o
eniall =
@ iy

AN 4-9 FpgrauniSEuANNATENTNFlWAInUTEITU02)
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4.6 NATWSAIINNTUTIULIEUALUUUNSNATIUNDUTHULAL AT Y

mnnsdiiunnaseduduiizeuios fAdulddudumaivaunudeyaazuuunis
naaouAEATENingAuanulasademsleuesia dewiou uas uduiou 91nndy
UsgrnsnuveulunnIside e yaainsiufiRnuuussuunandvesadin S1uau 80 au
LAAINANTIATIERANAT AT NI TUUIVBIAZLUUNAADUAIINI N WS EY (Pre-test) Wagnad
S (Post-test) ¥93ngufa0g1991UIL 80 AU FeUsznaufe iU (N) Anade (Mean)
Asfseg I (Median) wazdruldesuuinmsgiu (Standard Deviation)

A15199 4-6 AADPLTINTTUUNVBIALHLUUNAFDUNDULIIY VAUTIU WATNARIIYDIALLUY

Aednn (Statistic) ATUUUNDUITEY | ASUUUNANSEIU | NaFIg

1uuYAaIng (N) 80 80 80

Anade (Mean) 9.25 19.75 10.5

ALieg1U (Median) 9 20 11

dawﬁmmummgm (S.D.) 3.31 2.8 4.46
S.D. wuu normalized (0-1) 0.132 iyl |

AndusEAnEALLU sy

(Coefficient of Variation: C.V.) A 2122

NANT971 4-6 naMFAATIEideyaTRINdNFIaENIT LN 80 AL WU ABumsLingam
Aanssu ﬂdmﬁ’aaéwﬁﬂ%mwmaadmLaﬁaaéﬁ 9.25 AzUuU (S.D. = 3.31) lnedleAndsugu
UYBIAY LL‘Ll‘LJEJEJ‘I/l 9.00 AZLUY LLamﬂmmmﬁvmm%mummmmaumiﬂmmm“f\mmawmm
F2aAZULULAN LLawmmulfuENLuummeﬁmmﬂaumaaaamau‘L‘mmmﬁummmmwu%mmu
VINFUAIBEHANUUANANTUNDHNAIT

AMENFINTUITINAINTTY ‘wmfmzLLuuwmaamemjuéhasJ’mLﬁmqqsﬁuasjwﬁ’mw lng
fiAnadeviiiy 19.75 Azluu (SD. = 2.80) uaziasisognuegd 20.00 Avuu Fsgeninneu
Boustnann msfimadiudsiuuansgiuanasn 3.31 wie 2.80 uansliifiuiiasuuy
vosnguineg1mdnsiFeusaunszeianas azvieudisanuainatevestadugy’
yansdeudintuoghadiuldde

oA 5.0 AuInlugULuy normalized (S.D. + AgLuuLAY 25) 1udn S.D. UUY
normalized 884310 0.132 NBULTEY WRBLNEY 0.112 NEUTEU NUIHAIINTINITNTEAY
vesaznuudafiouiuazuuuiuiiuulianas uazazuuudnilvg runguoglurisnzuuy
qunntu faasioufissyavsnmvasdensSeusiivasandesinesenigiFouusazeulda

uenanil ArdulsEaAnsanuLUsiu (Coefficient of Variation: C.V.) slé¥aseduaana
atanevesAziLY WU nouFouilivintu 0.358 (35.8%) wagndaisuanaande 0.142
(14.29%) wansliiiuiiazuuundaiouienuaiianeuind uegadaiau nursamin
finsudardrladludemenudasasomslaesluseduilndifeatuiniu felsdide
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a v A

maFeudosuladillilumsiseivssavinmisludunsfiuguenuduazanaiuunneis
senIngiseulieg it AL TananIg

drudauuansgiu (Standard Deviation: S.D.) iy 4.46 AUsINglumIT1aWaNTT
Awnszsitu lWlfunannisavaenudsauunasguresnzuuuionSsulas oy
Taemss wiiu A1 S.D. vesrarsAzILL (Standard Deviation of the Difference Scores) @4
AUIMAINKARNTENINATLUNADULAL VAT B UV TINUAAzAY (F1143 80 AL) A1 S.D.
YoanaieAz LUl 4.46 vaneawi wassaziuuresidnIminisnszaneilaie
Uz £4.46 AZLUY aViouiaAIUNaINa18aesEAuN Sl ULARZYAAATE 9NN
siumsiseuimedesoulatl Adsnangniunldlunisduia add ttest wuunguduiius
(Paired Samples t-test) @slddmsuiUssuifisunzuuun suLaznd 1 suTeINgUFI0E s
“NREieniu” Ingfinnsanainsaisnzkuuvednsiazay lin1sseuiiiguseninanengy
Sasy ludunounisdum Aadevemaiisazuun (Mean Difference) Wiy 10.50 Az
dothanadenamaillumsdiedn S.D. veswarn (4.46) Mstesniidesvosuiaiaogis
(v80)

NAN153LATIENTOYaRI18aRRA t-test LUUNGUANTUS (Paired Samples t-test) Lilg
WIsuiflsuasuuunounasndadou feasBendensieluil

M19199 4-7 HAN1INAARUANTIRUUNGUALNUS (Paired Samples t-test) WivalUTeuWiEy
I a v a
AZLUUNDULIBULAERATEU (N = 80)

. au oy au YU
ARy | ARRY | 4 , Ly

, LUBRLUY o | WUBIUU | NaRY NENA
AU “as 8y t df p

v NI | o WINITIU | 1Y (Cohen’s
A | 2 138U 2

NOULIYU NALIVU d 2

9.25 3.309 19.75 2.804 | 10.50 | 21.040 | 79 | < .001** 2.35

*syFudEd IRy aaaa .001

PR 4-7 HANTINAFBUNARAWUY Paired Samples t-test nuiA1Lad8AZLLY
as8u (X = 19.75, S.D. = 2.804) qmdwﬁna%dauﬁau (X = 9.25, S.D. = 3.309) 28144
e Ayn19ad i sedv .001 (t = 21.040, df = 79, p < .001*¥) LAAIMAINITIET
AanssunsiFouinudeesulatdienieade Genially yrainsiiszduaiuifiuaiig

o w

Uasadenslaiuasiutusg1eiitodfgy

a

Swa (Effect Size) muaiia Cohen’s d_z = 2.35 wuineg
lusgau “gaunn” (Very Large Effect) a3inaueives Cohen (1988) §efmunin d = 0.2

1an1NY LWaNINTUIVUINDN

nngdsruIndnswaldn (Small), d = 0.5 ¥uAUIUNA1e (Medium) way d = 0.8 vuAlny
(Large) fatiuAn d_z = 2.35 Feagviouliiuindanisous inmunduiinasonsiiayy
AUV URENIIUTE A A NUALIIBVENAg NN
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nanTIATIERINaSaaenndasfuA1ALLUTUTIL (CV) fianasedrasudnain
0.358 wido 0.142 dsn5oUsH FauansdisrnuaiianevesaziuLvdaSsuINNIouFeY
namide fiiousuanduaannsodlademlslndiAssiunadirnuilufianiafodtuun
Ty

Tagagu Hanisvaaeunnaaia Paired Samples t-test Sudusgnadaiauin mslddens
Seuieaulatmeounaniosu Genially iuszAnsnaadlunisduasuninug annudila uas
Anunszmindfuaulasaienalevesvesyrainsiurdtinenyuliegradugusssy

m9itedlfAesesinaasuulassiuaudresyaainssiua 80 au anmslide
nsssuseaulal IneduunnquAIag AN AZLLLNAGEU (AZWULLAL 25 AZLUL)
sonilu 3 sziu Toun seduanuunn (18-25 Azuuu) U1unand (13-17 Azuwu) wazilos
(0-12 Azuuw) FsmanisiFouiisussiuanuilutasnounasndasou Usngdmsnsd 4-8

a bl d LY ! [ b4 I v
M99 4-8 G]’Ti’NL‘U'iEJ‘UL‘VlEJ‘Uﬂ’]'ﬁﬁ]@ﬂQM?‘W&LUUW]@Ji%@Uﬂ')']@JE (NDULAENRAILIYU)

4 L | nAUBEN | nauSEU NadLsey waaSeu | wasuulag
STAUANUS N
4 (Au) (%) (AL) (%) (Savay +)
1oy 54 67.50 0 0.00 -67.50
Yrunansg 24 30.00 14 17.50 -12.50
un 2 2.50 66 82.50 +80.00
374 80 100.00 80 100.00 —

1NAN5197 4-8 uanamamsTeuisussiuamivesyAaInIAouLarndInIsin
AANTsUNITIERS nudneumsiseu; yaansdulvgiiauslusedu “dee” 91uiu 54 Au
AnluSosaz 67.50 sesmanfesyiv “Uunany” 91w 24 au (Seway 30.00) waziliiie 2
au (foway 2.50) fidamslusedu “un” nafenanagioudiyaainsdulvg Saditu

'
[

FuANEIuANNlaeaiemtleeslusyiumneunsiseu; aenmsinsinfanssude

n1siseuseaulad wunisidsuudadlunenaduegrataiau lagldnugAdainugseau

[y

“fay” Bndely (Foway 0.00) nusiiauiseau “Uunany” anaumvasiiies Sesas 17.50

Tuvagfinguidianugszau “un” ntuegraaudalu Sovay 82.50 Feuandliiuis
HASNSVRINTTEUSNIUTEAVEN N Han1SABUMUAIAINE1Ia0AATRITUNANITNARBUNNS
A

¥
aa = LY

afafilssenulineunhi SsduduinnzuuundaSeugsnitnousousdsitoifynsada
mswasundasiananasviouliifiuindensSeuieouladfinnumnzaniuuiunves
nauseg iesniomiinsiiauesuiegisaniunisaiisdunusssvesaddn v
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5.2 8AUs18NANTIY

5.3 Ualausiuy

5.1 #3UNan153Y

5.1.1 agunalaesiy

a o Y & 1 d' = % fal S~ [

Han153elneTinuansliiud densiteuseeulaiiivssaniamasnnlunisenseau
ANuAsEninIAuANUaeatenelsiuesvesunainstundlinenvuwisils lnanouns
AUIY ﬂlﬂLQ%EJﬂSLLUUQ’JWNW%Mﬁﬂi@@ﬂu%@%ﬁﬁLﬁEJQ 9.25 AYLUY LLazqﬂmﬂia’hﬂmﬁmagj
lusgiu auites (81.25%) vaueNnendinisiinsiunanssunsiteusiudeesulatiuy
16mou (Interactive Learning) mmﬁaﬂwumﬁuqﬁmﬁu 19.75 Azwuy Fadunas199
Windue 10.50 Azuuy wazdwaliunainsadiulvgegluseau ausunn (81.25%) Inegdl

d‘ [ %] v Y = 1 :.’I

yAansiegluszAuanutaeLiies 2.50% iy
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#an multimedia learning 103 Mayer [18] Laz@DAAR 84N UNANNITODNLUUNITADUVDY
Gagné [17] (2) MNADAAABITUUTUNIIUDIVUTEUUAAMATDIAATN Lanuazdiaeald
nsfinyAaINsNUlLILRSe Wy N133nNshYssideu n1sAIuANNISiae wazn1sdasiuil
¥4 J90esie transfer lgngAnssun1svinau (3) nsdauinsgiuiazdeniusiuady (Wu
fenuwazanudssuunane [20], [21)) ibigSeuiunmeesnnsnisufifndenndesi
Wanallawazigauleugluaniuuinisguan [5]

= = ~ 1Y) av A o 1% o A & 1Y)

WelSsuisuAunuIteNie e (1o 2.7) Han1SiiuTUT0IAZLULREINTHNDUTH
donARDY AUIUVDY NUTUUY [4] NTenuUNadugVEvateUsaueglitud 1Aty wae @on
U fAutedunuves 3la gt [7] N58U3NUAIINTENSITNEUABINIINITOUIHBE 1R BLTRY
A a 1 1 Y] & 1% a a 4 da ayv o ¢ [ [ a
\eUngasingvinweiiugiu suuseavsnmeesdeniiujduius naveusdy ilululuiiania
WAy iU DeCarlo [25] inudn gamified/interactive learning aetiissegdlanaznisi
AuslUlgasalaandnigussens el navessveeanusidulaethdeldneuluyniu usun

aa s 2% o (Y a (Y €0 o A = (% a d'

ABUNUUTEUUARTIN TIEINNANFIULTIUTZINBINALBINBUAUUIUNDU 9 [5], [20], [21]

HANTIATIENTIEA LTINS ULLILTUNS B UTUTALRNTT ALY LNNA1Y Tnganie
AUl 4 @InUsedn i) TuveuiungAnTsuase dnouseny “u1n” gegn Souar 68 avvisu
nstanuslElaese sesaunfe Aui 1 (nuvinguasanudifey) Seuay 65 LaAAIES

v & a o | v PN ) s 1Y ‘:4' a a v v
AUl ugIuAdUAS @ Aud 2 awad) uag eun 3 (N1slaw) aghl Seuay 58 Wil
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“U1n” induner “dey” anasegiuaudn avviow UssAninavesdeninseuieaulay lu
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5.3 dalauauug
5.3.1 Yaiausuuzlumsiiwaideluly (Practical Recommendations)

5.3.1.1 vssgndngaslunsuguiivakaznseusuUszdnd msthynauiilily
nseusuiluimuiu udngasniadsdy dwiuyeainslul uazdeliiingg nunuemiug
ogedaiilemn 6 i 12 ey tielimunszwinglianasmunianan esndoanany
mslmuosiinsidsuulasegnasaim
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19.75 (v3eFevay 81.25 voeKiin1u3un) WU inaeiannsgu (Baseline Score) dmsunis
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5.3.1.4 ysansd oldduszuuau asthdenisisouseeulavi wamndae
Genially TUysann1sidniv unannesunisiseus (LMS) n383¢UU On-boarding vasadiln
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iielsiynainsidnisdelddireuazannsasousldmenuesmuniuazain (Self-paced
Learning)
5.3.2 Yavauanuzdmiun1sidslueuian (Future Research Recommendations)

5.3.2.1 MIveveuALEomvesdensFeny Mnuan1siteiitnindoniaious
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Mg g iiunan1533e
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Uuldluninsau (Generalizability) vesdenisieusiinmuty
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